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BLOQUE | “NORMATIVA GENERAL DE
PROTECCION DE DATOS”






1. La fecha en la que EL Proyecto de Ley Organica de proteccion de Datos

se adaptara, serd el:
a) 24 de Noviembre de 2017.
b) 15 de Noviembre de 2016.
c) 10 de Noviembre de 2017.

d) 18 de Diciembre de 2017.

2. Laley Organica 15/199, tiene como objeto:

a) Garantizar los derechos digitales de la ciudadania conforme al mandato

establecido en la Constitucion.

b) Regulacion en particular de los derechos y libertades predicables al

entorno de Internet.

c) Adaptar el ordenamiento juridico espanol al Reglamento sobre la

proteccion de datos.

d) Todas las opciones anteriores son correctas.

3. Cuando hablamos de la confidencialidad en las “brechas de seguridad”,

nos referimos a:
a) Laimposibilidad de seguir con el tratamiento de los datos,

b) Vulneracién del secreto, publicacién de datos personales y utilizarlos con

fin de chantaje.
c) Realizar cifrado de datos.

d) Todas las anteriores son correctas.



4. Como “Dato de caracter personal” comprendemos:

a) Cualquier informacion numérica, alfabética, grafica, fotogréfica,

acustica...
b) Solamente aquellos datos que se basan en caracter personal.
c) Todo tipo de informacidn numérica y alfabética.

d) Todas las opciones anteriores son correctas.

5. El tratamiento de los datos, solamente estara permitido, si se cumple la

condicion de:
a) Ser imprescindible para la ejecucion de un contrato.

b) Para el cumplimiento de una obligacion legal aplicable al responsable del

tratamiento.

c) Para satisfacer el interés legitimo, perseguido por el responsable del

tratamiento.

d) Todas las opciones anteriores son correctas.

6. Segun la antigua LOPD, el consentimiento del interesado es:

a) Declaracion clara de la accidn investigadora.

b) Consentimiento por parte del Estado en el manejo de datos.

¢) Manifestacion de voluntad, libre, inequivoca, especifica e informada.

d) Condiciones que se establecen en el proceso del tratamiento.



7. El reglamento detalla que cuando los datos personales no se hayan

obtenido del interesado, el responsable facilitara:
a) Laidentidad y los datos de contacto del responsable y representante.

b) Datos de contacto del delegado y fines del tratamiento al que se

destinan.

c) Categoria de datos personales y la intencion de transferir estos a un

tercer pais.

d) Todas las opciones anteriores son correctas.

8. Cuando hablamos de registro del responsable del fichero, este debe

contener:
a) Descripcidn de categorias de aquellos interesados.

b) Descripcion de categorias de interesados y datos, categorias de
destinatarios existentes, fines del tratamiento, identificacion y datos de
contacto de responsable, corresponsable, representante y delegado, asi
como, transferencias internacionales de datos y documentaciéon de

garantias, para transferencias de datos internacionales.

c) Identificacién y datos de contacto del encargado, de cada responsable
por cuenta del cual actue, categorias de los tratamientos efectuados,
transferencias internacionales de datos y descripcidn general de medidas

de seguridad.

d) Descripciéon de las operaciones previstas, fines, evaluacién de

necesidades, evaluacién de riesgos y medidas previstas.



9. La evaluacion de Impacto de Privacidad es:
a) Un analisis de riesgos para la gravedad de los datos.

b) La valoracién del nivel de riesgos inicial de las operaciones de todo

tratamiento de datos.

c) Un ejercicio de andlisis de los riesgos, que un determinado sistema de
informacién o producto, puede suponer para el derecho a la proteccidon
de datos de aquellos afectados y como resultado de analisis, la gestidon de

riesgos mediante la adopcidon de medidas.

d) Todas las opciones anteriores son correctas.

10.Cuando se habla de una “evaluacion sistematica” entendemos que:

a) Se trata cuando el tratamiento vaya a entrafiar un alto riesgo para los

derechos de las personas.

b) Cuando el tratamiento entrafie un riesgo para los derechos y libertades

de las personas fisicas.

c) Se realiza un tratamiento a gran nivel de categorias especiales de datos

personales.

d) Es el momento que, se evallan aspectos personales de personas fisicas

basadas en un tratamiento automatizado.

11.En las condiciones aplicables al consentimiento de los nifios:

a) El responsable del tratamiento hard esfuerzos razonables para verificar

que el consentimiento es dado por el titular.

b) Sera vélido el consentimiento cuando el menor sea mayor de 14 afios.



c) El tratamiento de los datos personales de estos se considerard legal

cuando ha prestado el consentimiento a la edad minima de 16 afos.

d) Todas las opciones anteriores son correctas.

12.Algunos casos especiales en los que el Reglamento trata con unas

categorias especiales datos personales son:

a) En fotografias que no deben considerarse sistematico en la norma
general de los datos biométricos, sino solamente cuando el hecho de ser

tratados con medios técnicos especificos permita la identificacion.

b) Solamente aquellos concretos en los que se tratan y manejan datos de

menores.

c) Aquellas situaciones en las que se traten de categorias especiales como

condenas y delitos.

d) En el momento que se proporcionan datos de figuras publicas vy

contenido de Estado.

13.Complete la siguiente afirmacion con la palabra correcta:

“Los merecen una alusion especial, debido a que pueden no ser tan
conscientes de sus derechos y de los peligros o efectos de los tratamientos de sus

datos.”
a) Contenidos que abarca la proteccion de datos.
b) Datos de los nifios.
c) Datos de ninos y adultos.

d) Todas las opciones anteriores son correctas.



14.Cada Estado miembro notificara las disposiciones legislativas

que adopte cualquier modificacion posterior, legislativa u otra.
a) Ala Comision.
b) Al delegado de proteccién.
c) Al estado miembro.

d) Dentro del Reglamento.

15.En el tratamiento y acceso del publico a documentos oficiales...

a) Se indica que los datos personales de documentos oficiales en posesion
de alguna autoridad publica u organismo publico para realizar una
actividad de interés publico, podran ser comunicados por dicha
autoridad, organismo o entidad en base al Derecho de la Unidén o los

Estados miembros.

b) No se podra acceder a los documentos que tengan acceso limitado en
base de regimenes de acceso por motivos de proteccion de datos

personales.

c) No se podra acceder a documentos accesibles en virtud de dichos
regimenes que contengan datos personales cuya reutilizacion haya
guedado establecida por ley como algo incompatible con el Derecho
relativo a la protecciéon de las personas fisicas con respecto al

tratamiento de datos personales.

d) Todas las opciones anteriores son correctas.



16.Indique a que Ley pertenece el siguiente apartado:

“Se indica que debe dar acceso a la informacion publica si se trata de
informacion directamente relacionada con la organizacion, el funcionamiento o
la actividad publica de la Administracion que tenga datos personales

identificativos.”

a) Ley 19/2013, de 9 de Diciembre de transparencia, acceso a la informacién

publica y buen gobierno.

b) Ley 15/2013, de 8 de Diciembre sobre la transparencia, acceso a la

informacién publica y buen gobierno.

c) Ley 19/2013, de 7 de Diciembre de transparencia, acceso a la informacion

publica y buen gobierno.

d) Ninguna de las anteriores es correcta.

17.Una de las principales bases fundamentales para tratar los datos

personales son:

a) Derecho del interesado a retirar su consentimiento en cualquier

momento.

b) Evaluar si el consentimiento se ha dado libremente, teniendo en cuenta
en la mayor medida de lo posible el hecho de si, el contrato incluida la
prestacion de un servicio, se somete al consentimiento del tratamiento

de datos personales.

c) Si el consentimiento del interesado se dan en el contexto de alguna
declaracion escrita que abarque otros asuntos, donde el consentimiento

se presentara de una manera que se diferencie de los demads asuntos.

d) Todas las opciones anteriores son correctas.



18.El consentimiento debe darse donde quede reflejado

que esta de manifiesto de aceptar de caracter personal.
a) Mediante un acto afirmativo y claro; el tratamiento de datos.
b) Mediante un documento; todo manejo.
c) De una manera libre; cualquier tipo de tratamiento.

d) Libremente por medio de un acuerdo entre las partes; cualquier tramite.

19.El consentimiento debe ser...
a) Automatizado.

b) En accién frente al interesado.
c) Inequivoco.

d) Transparente y automatizado.

20.La novedad mas importante respecto al consentimiento que incorpora

el Reglamento se basa en que...

a) Debe otorgarse a través de un acto afirmativo, claro, que evidencie una

declaracion de voluntad libre.
b) Debe obtener y valorar toda clase de consentimientos por ambas partes.
c) Omisidn y revision de cualquier tratamiento adecuado por el reglamento.

d) Negar en todo momento cualquier tipo de cesion por parte del

responsable.

21.El reglamento, incrementara con las multas administrativas.

a) 40 millones de €



b) 20 millones de €
¢) 15 millones de €

d) 35 millones de €

22.Sera valido el consentimiento cuando el menor sea mayor de:
a) 14 afios.
b) 16 afios.
¢) 11 anos.

d) 13 anos.

23.Se prohibe el tratamiento de los datos de caracter personal en:

a) Las opiniones politicas, convicciones religiosas, afiliacién sindical y

tratamiento de datos genéticos.
b) Aquellos en los que se revelen origen étnico y convicciones religiosas.

c) Datos relativos a la salud, vida sexual u orientacién sexual de una persona

fisica.

d) Todas las opciones anteriores son correctas.

24.La Ley que regula el tratamiento y acceso del publico a documentos

oficiales es:

a) Ley 19/2013, de 9 de Diciembre, de transparencia, acceso a la

informacion publica y buen gobierno.

b) Ley 24/2015, de 9 de Diciembre, de transparencia, acceso a la

informacién publica y buen gobierno.



c) Ley 19/2013, de 28 de Mayo de transparencia, acceso a la informacién

publica y buen gobierno.

d) Ley 9/2017, de 24 de Octubre, de transparencia, acceso a la informacion

publica y buen gobierno.

25.El DNI, es un dato de caracter personal, objeto de protecciéon del
derecho fundamental a la proteccion de datos donde no se reduce sélo

a los datos intimos de la persona, esto es mencionado por...
a) Todos los Estados miembros.
b) El tribunal Constitucional.
c) Elreglamento de proteccién de datos.

d) Enlas obligacionesy derechos de la proteccién de datos.

26.Se produce frente al uso de dispositivos de Videovigilancia y

grabacion de sonidos en el lugar de trabajo.
a) Elderecho en relacidn a la intimidad.
b) Sistemas de Geolocalizacion.
c) Criterios de utilizacién de datos.

d) Dispositivos de documentos.

27.Por obligaciones de secreto entendemos:

a) Donde los responsables o encargados del tratamiento de datos, estan

obligados por parte del Estado a guardar el secreto profesional.



b) Donde los responsables o encargados del tratamiento de datos, estan
obligados al secreto profesional u otras obligaciones de secreto

equivalente.

c) Donde cada responsable del tratamiento, debe efectuar un documento
justificante, donde se acrediten dichas obligaciones que tienen en el

proceso.

d) Ninguna de las anteriores son correctas.

28.Por conceptos de “licitud, lealtad y transparencia” entendemos:

a) El principio de transparencia, el cual queda igualmente vinculado con la

informacion.
b) Cuando el proceso no es leal y licito.

c) El proceso de minimizacidon de datos, adecuados, pertinentes y limitados

a lo necesario, en base a los fines para los que sean tratados.

d) Toda evaluacién cualitativa y cuantitativa, que se lleve a cabo en el

proceso de tratamiento de datos.

29.El principio de minimizacién de datos se refiere a:

a) La cantidad de datos recogidos y el perimetro del tratamiento.
b) El periodo de tiempo de retencién.

c) Elnumero de personas con acceso a estos datos.

d) Todas las opciones anteriores son correctas.



30.Los plazos en los que el responsable informara a las personas

interesadas, seran de:
a) Antes de un mes desde que se obtuvieron los datos personales.
b) Antes o en la primera comunicacién con el interesado.
c) Antes de que los datos, se hayan comunicado a otros destinatarios.

d) Todas las opciones anteriores son correctas.

31.Cuando hablamos de “derecho de rectificacion” consiste en:

a) La posibilidad de que mediante el ejercicio ante el responsable de datos,

se modifiquen aquellos que no sean exactos o estén incompletos.

b) El derecho que se posee en un periodo de 15 dias de llevar a cabo la

rectificacidon correspondiente de los datos.
d) Ninguna de las opciones anteriores es correcta.

32.En la transparencia e informacion al afectado, se tendra que contener:
a) Laidentidad del responsable del tratamiento y su representante.

b) La finalidad del tratamiento y la posibilidad de ejercer derechos

establecidos en el Reglamento.

¢) En casos donde los datos no han sido obtenidos, el responsable podra dar

cumplimiento al deber de informacion.

c) El cumplir con el deber de notificar posibles rectificaciones al interesado.
d) Todas las opciones anteriores son correctas. :



-

33.Por “Derecho a la desconexion digital en el ambito laboral”
entendemos:

a) Derecho a los trabajadores a no tener que estar obligatoriamente

pendientes del movil u ordenador al finalizar su jornada laboral.

b) La obligacion de que cada uno de los trabajadores, tengan la obligaciéon

de desconectar el mdvil dentro de la jornada laboral.

c) El derecho de que cada uno de los trabajadores, exija a sus responsables

una documentacion que certifique que los estan grabando.

d) El derecho de cada uno de los trabajadores a exigir que no se les grabe

dentro del ambito laboral.

34.Aquellas situaciones en las que existe una lista de supuestos en que se

considera que los tratamientos conllevan un alto riesgo, son:

a) Elaboracion de perfiles en la que en su base toman decisiones que
produzcan efectos juridicos sobre los interesados o que les afecten de

manera significativa.
b) Tratamientos a gran escala de datos sensibles.
c) Observacion sistematica de una zona de acceso publico.

d) Todas las opciones anteriores son correctas.

35.En qué articulo del RGPD se concreta cual debe ser el contenido minimo
de la evaluacidn o si se prefiere, determina qué cuestiones se tienen
que analizar como minimo, para asi considerar que se ha hecho la

evaluacion de manera adecuada:
a) Articulo 35.7 del RGPD.

b) Articulo 53.7 del RGPD.

________________________________________________________________________________________________



c) Articulo 23.7 del RGPD.

d) Articulo 18.7 del RGPD.

36.Quién o qué describe las funciones que tiene que desarrollar el

delegado:
a) La propia EIPD.
b) El responsable de la proteccion de datos.
c) EIRGPD.

d) Ninguna de las opciones anteriores es correcta.

37.Algunas de las funciones del delegado de proteccion de datos son:

a) Informar y asesorar al responsable o encargado del tratamiento, en base

al reglamento.

b) Supervisar que se cumple el reglamento y las politicas del responsable,
en base a la proteccion de datos. Ofreciendo cualquier tipo de

asesoramiento que se le pida.

c) Cooperar con la autoridad de control, actuando como un punto de
contacto con ellos para cualquier tipo de cuestiones relacionadas al

tratamiento.

d) Todas las opciones anteriores son correctas.

38.Los DPD, pueden:

a) Recabar informacién para asi determinar las actividades del tratamiento.

b) Analizar y comprobar la conformidad de las actividades del tratamiento.



c) Informar, asesorar y emitir recomendaciones al responsable o encargado

del tratamiento.

d) Todas las opciones anteriores son correctas.

39.Segun el reglamento esta obligado a mantener un registro de

las operaciones de tratamiento de las que se encarga.
a) El delegado de datos.
b) El delegado de la proteccion.
c) Elresponsable del tratamiento.

d) Toda persona que maneje o manipule datos.

40. se designarda en funcidon de su cualificacion profesional y
sobretodo, en base a su conocimiento experto de la legislacion y las

practicas de proteccion de datos.
a) El delegado.
b) El responsable.
c) Elresponsable y delegado.

d) Ninguna de las anteriores es correcta.

41.Los requisitos para el delegado de proteccion de datos se basan en:
a) Elnivel de conocimiento.

b) La cualificacion profesional.

c) Lacapacidad de desempeiio de sus tareas y servicios prestados.

d) Todas las opciones anteriores son correctas.



42.El concepto “accesibilidad” se refiere a...

a) Lafacilidad que tiene de ejercer el DPD.

b) Las tareas del delegado como punto de contacto.

c) Las tareas finales que requieren de la atencién del delegado.

d) La facilidad que tiene el delegado de acceder a los datos necesarios para

su evaluacion.

43.El nuevo Reglamento, exige que el responsable o encargado del

tratamiento:
a) Publique los datos de contacto del delegado.

b) Comunique los datos de contacto a las autoridades supervisoras

correspondientes.
d) Ninguna de las opciones anteriores son correctas.

44.Las siglas “ENAC”, significan:

a) Entidad Nacional de Acreditacion.

b) Entidad Nacional de Autoridades Acreditativas.
¢) Entidad Nacional de Autoridades Acreditativas.

c) Laopcién Ay B es la correcta.
d) Entidad Nacional Autoritaria Acreditativa.



45.La figura del delegado, adquiere una destacada importancia en el

reglamento, el cual...

a) Puede estar integrado o no en la organizacion del responsable y ser tanto

una persona fisica como juridica.

b) Puede estar integrado solamente en la organizacién del responsable y ser

una persona fisica.

c) No debe estar integrado en la organizacién del responsable y ser una

persona juridica.

d) Debe estar integrado en una organizacion y ser tanto una persona fisica

como juridica.

46.En los mecanismos de cooperacion y coherencia, podemos diferenciar:

a) Tratamiento de datos personales en varios estados, realizado en el
contexto de las actividades de establecimientos de responsables o

encargados ubicados en varios estados.

b) Tratamiento de datos personales realizado en el contexto de las
actividades de una Unica sede de un responsable o encargado europeo,
siendo probable que afecte sustancialmente a interesados en mas de un

estado miembro.

c) Tratamiento de datos personales en la gestion de actividades
relacionadas con el trato y manejo de datos personales e identificativos

de empresas.

d) Laopcién Ay B son las correctas.



47.A le corresponde preparar un proyecto de decision, donde se
desarrollan dentro del ambito del mecanismo de cooperacion, el
intercambio de informaciéon pertinente y donde la autoridad puede
solicitar ayuda por parte de otras autoridades para llevar operaciones

conjuntas.
a) La autoridad.
b) El delegado de proteccion.
c) Elresponsable de la gestidon del proyecto de proteccion de datos.

d) Elinteresado.

48.La donde cada marca o agencia debe disefiar una politica

de privacidad que detalle de una manera clara como retine, almacena,

transfiere y procesa los datos de las personas.
a) Politica de privacidad en publicidad.
b) Normativa espafiola con implicaciones en proteccién de datos.
c) Informacion gestionada en el portal de transparencia.

d) La Ley general de telecomunicaciones.

49.En el momento de facilitar la anulacion...

a) Debe hacerse de una manera sencilla para el usuario, tanto el
consentimiento como la anulacion de una autorizacién para admitir

cookies.

b) Es necesario conseguir que las cookies, solo puedan activarse cuando un

usuario acceda a la web.



c) Es necesaria la anulacidn de cualquier tipo de dato personal en una sola

plataforma.

d) Tendran que suprimir cualquier tipo de dato que prescindan de recopilar.

50.Cuando decimos, que la AEPD atiende de manera periddica y
actualizada, el principio de publicidad activa que se establece por Ley,

en el acceso a la informacion publica, nos referimos a:
a) El portal de transparencia.
b) Laresponsabilidad que tienen los Delegados de proteccion de datos.
¢) El cumplimiento del principio de responsabilidad activa.

d) El propio desarrollo y manejo de datos.






BLOQUE Il “RESPONSABILIDAD
ACTIVA”






51.La gestion de riesgos se puede dividir en:
a) ldentificacion de amenazas.

b) Evaluacion de riesgos.

c) Tratamiento de los riesgos.

d) Todas las opciones anteriores son correctas.

52.Dentro de las amenazas y riesgos en la proteccion de datos, podemos

encontrar:
a) Acceso ilegitimo a los datos.
b) Modificacién no autorizada de los datos.
c) Eliminacion de los datos.

d) Todas las opciones anteriores son correctas.

53.Cuando hablamos de “modificacion no autorizada de los datos” nos

referimos a:
a) El dano que causaria que conocieran los datos quien no debe.
b) El perjuicio que causaria no tener un dato o no poder utilizarlo.
c) El perjuicio de estar dafiado o corrupto.

d) La modificacién de cualquier tipo de dato.

54.En el momento que nos referimos a “tratar los riesgos”, queremos

decir:
a) La ultima fase del proceso del tratamiento.

b) Disminuir el nivel de exposicién con medidas de control.



c) Permitir reducir la probabilidad o impacto que los mismos riesgos tienen.

d) La opcién Ay B son las correctas.

55.El reglamento, establece principios como:

a) Licitud, lealtad y transparencia.

b) Limitacién de la finalidad y minimizacion de datos.
c) Exactitud y limitacion del plazo de conservacion.

d) Todas las opciones anteriores son correctas.

56.Cuando en una EIPD que se establece una lista elaborada por las
autoridades de control, las cuales determinan en qué situaciones es

obligatorio llevarlas a cabo, nos referimos a:

b) La evaluacién o scoring.
c) Lafasel.

d) Una monitorizacién sistematica.

57.La evaluacidn o scoring consiste en:
a) Observary controlar a los interesados.

b) Valoraciones vy analisis, incluidos en elaboraciones de perfiles vy
predicciones, especialmente con aspectos relacionados con el

desempeiio del interesado en el trabajo.
c) Actividades de tratamiento con unas categorias especiales de datos.

d) Ninguna de las anteriores es correcta.

a) Lafasell.



58.La monitorizacion sistematica se utiliza para:
a) Observar o controlar a los interesados.
b) Gestionar el manejo y utilizacion de cada uno de los datos personales.

c) Crear o disefar una jerarquia donde se establezcan unas pautas

determinadas para la recopilacion y analisis de los datos.

d) Valoraciones y andlisis, incluidos en elaboraciones de perfiles y
predicciones, especialmente con aspectos que estan relacionados con el

desempefio del interesado dentro del trabajo.

59.El andlisis basico de riesgos, consiste en:

a) Todas aquellas actividades que requieran de un Delegado de Proteccién

de Datos para su correspondiente evaluacion.

b) Un analisis de minimos que tiene como objetivo simplificar el proceso de
analisis de riesgos en aquellas actividades de tratamiento, que tengan

una baja exposicioén al riesgo.

c) Las obligaciones a la hora de aplicar medidas oportunas y eficaces,
intentando demostrar las actividades de tratamiento, en base al

reglamento, incluyendo la eficacia de las medidas oportunas.

d) Analizar la probabilidad y la gravedad del riesgo que puede existir, tanto
para los derechos como para las libertades del interesado, teniendo que

determinar cualquier funcidn en base a la naturaleza.

60.Los elementos involucrado en cada una de las etapas del ciclo de vida

de los datos son:
a) Actividades u operaciones, datos y tecnologia.

b) Operaciones, datos e intervinientes.



c) Actividades u operaciones, datos, tecnologia e intervinientes.

d) La modificacién de cualquier tipo de dato.

61.Nos referimos a “captura de datos” como:

a) Etapa en la que se establecen categorias y se asignan los datos para su

clasificacién y almacenamiento en sistemas.

b) EIl momento donde se obtienen datos para su almacenamiento y

seguidamente se pasa a procesarlos.

c) Todas aquellas operaciones que se realizan solamente sobre datos

personales o conjuntos de ellos.

d) Recogida de datos a través siempre de sistemas automatizados.

confidencialidad de los datos, nos referimos a:
a) Los riesgos asociados a la proteccion de la informacién.
b) La identificacidn, evaluacién y tratamiento de datos.

c) Todos aquellos riesgos asociados al cumplimiento de los requisitos
regulatorios relacionados con los derechos y libertades de los

interesados.

d) Que la propia evaluacién se encuentra enfocada a actividades de
tratamiento donde la exposicidn al riesgo es bastante elevada y por ello
el delegado debe gestionar el tratamiento de datos de la manera mas

62.Cuando el principal objetivo recae en la integridad, disponibilidad y
comoda y sencilla.



63.El responsable de seguridad de la informacion debe conocer unos

determinados conceptos como por ejemplo:
a) Confidencialidad, integridad y disponibilidad.
b) Confidencialidad y disponibilidad de datos.
c) Integridad en el tratamiento, confidencialidad y proteccién.

d) Integridad del sistema, monitorizacion de datos, proteccidon vy

confidencialidad.

64.Cuando hablamos de seguridad de la informacién, lo entendemos

como:

a) Un sistema donde lo principal se basa en la gestion de los datos,

manipulacion del tratamiento y proteccion de ellos.

b) Un sistema automatizado o manual, que engloba a personas, maquinas o
métodos organizados para asi recopilar, procesar o transmitir datos los

cuales representan informacion.

¢) Un proceso que engloba una infraestructura, donde se manipulan, toman
y extraen datos de la manera mdas cdmoda y completa con el fin de la

excelente gestion de la informacién.

d) Todas las opciones anteriores son correctas.

65.Los fundamentos en los que se basa el sistema de seguridad de la

informacion son:
a) La planificacién, disefio e implementacion del sistema.

b) El diseio, analisis, pruebas y el despliegue o instalacion del programa.



c) La planificacién, andlisis, disefio, implementacién, pruebas, instalacion o
despliegue, uso y mantenimiento, delimitacién del ambito del proyecto,

estudio de viabilidad, analisis de riesgos y el ciclo de vida clasico.

d) Todas las opciones anteriores son correctas.

66.Por EIPD entendemos:

a) Un ejercicio de analisis de los riesgos que un sistema, producto o servicio

puede implicar para la proteccién de datos.

b) Un sistema automatizado o manual, de andlisis de datos donde lo
principal es extraer toda la informacion de ellos, independientemente de

SuU uso.

¢) Un proceso que engloba todo o cualquier manejo de datos, con el fin de

poder gestionar su correspondiente tratamiento y uso de estos.

d) Un ejercicio donde el responsable del tratamiento prevé que datos son

necesarios para proceder a la evaluacién de ellos.

67.La obligacion de hacer una EIPD corresponde a:

a) Cualquier persona responsabilizada y dedicada profesionalmente al

manejo exclusivo de datos.

b) El responsable del tratamiento, con el apoyo y la colaboracién del

encargado del tratamiento y del delegado de proteccion de datos.

c) Al delegado de datos, con el fin de servir como apoyo exclusivo en el

manejo de estos.

d) Todos aquellos donde los datos que manejan estén expuestos a

entidades o servicios publicos y fuera del ambito de la privacidad.



68.Los riesgos que hay en el andlisis de las necesidades a la hora de hacer

la evaluacion de impacto son:

a) Que afectan a las personas donde los datos tratados podrian violar sus
derechos, perder la informacidon o causar danos por la utilizacion de

estos.

b) Aguellos que pueden afrontar una organizacidon por no haber implantado
de manera correcta la politica de proteccion de datos o incluso por

haberlo hecho de manera descuidada.

c) Aquellos en los que las medidas principales se prevén de manera inicial

para asi reducir los correspondientes riesgos.

d) Laopcién Ay B son las correctas.

69.La valoracion del riesgo puede dividirse en:
a) Valoracion de probabilidad.

b) Valoracién de gravedad.

c) Valoraciéon de imparcialidad.

d) Laopcién Ay B son las correctas.

70.Una situacion del riesgo es irrelevante, cuando:

a) No se deriva un daio, perjuicio material o moral para aquellas personas

afectadas, ni se las priva de sus derechos o libertades.

b) No se deriva un dafno o perjuicio material o moral para aquellas personas
afectadas, donde las obligaciones materiales del responsable del

tratamiento que se pueden enmendar con medidas de facil implantacion.



c) Se deriva un dafio grave, material o moral para personas afectadas, las

cuales son dificil de reparar.

d) Se priva de los derechos o libertades a todas aquellas personas afectadas,

en consecuencia con las obligaciones del responsable del tratamiento.

71.El informe de evaluacion es:

a) La base para poder implantar medidas que se encuentran encaminadas a

suavizar los riesgos del tratamiento.

b) Integrar en un solo documento todo lo que se ha realizado para evaluar
el impacto de las operaciones de tratamiento y las conclusiones y
recomendaciones para asi minimizar los riesgos inherentes al

tratamiento.

c) Decisiones que toma el responsable del tratamiento para dar respuesta a

unha situacion.

d) Todas las opciones anteriores son correctas.



BLOQUE Il “CUMPLIMIENTO DE LA
NORMATIVA”






72.La auditoria de proteccion de datos comprende:

a)

b)

d)

Todas aquellas revisiones a las que puede estar sometida la persona o

empresa responsable del fichero.

Proceso generalizado, que es impulsado y dirigido a todas aquellas

empresas las cuales tratan y manejan cualquier tipo de datos personales.

Proceso al cual se ven sometidas las empresas en el manejo y

tratamiento de datos.

Ninguna de las opciones anteriores es correcta.

73.Algunas de las caracteristicas del proceso de auditoria son:

a)

b)

c)

d)

Siempre se pondrd en manos del responsable toda aquella informacion
necesaria para poder demostrar el cumplimiento de las obligaciones

establecidas en el reglamento.

Existiran normas, que marcaran los mecanismos establecidos dentro del
grupo empresarial o la unidon de empresas, dedicadas a una actividad
econdmica conjunta para asi garantizar la verificacion del cumplimiento

de cada una de las normas.

Llevaran a cabo investigaciones en forma de auditorias de proteccion de

datos.

Todas las opciones anteriores son correctas.

74.Cuando se aplican medidas técnicas y organizativas adecuadas al

a)

b)

tratamiento...
Se protege contra tratamientos no autorizados o ilicitos.

Se protege de la pérdida, destruccion o dafios accidentales de los datos.



c) Se elimina rastreos o documentos que es preferiblemente que se

destruyan.

d) La opcién Ay B son las correctas.

75.En el momento de aplicar medidas técnicas y organizativas se deben

tener en cuenta unos requerimientos previos:
a) El estado de la técnica y los costes de aplicacion de las medidas.
b) La naturaleza, alcance, contexto y finalidades del tratamiento.

c) Los riesgos de probabilidad y gravedad de los derechos y libertades de las

personas interesadas.

d) Todas las opciones anteriores son correctas.

76.Las medidas que se pueden adoptar en el tratamiento de datos

personales son:
a) Seudonimizacion.

b) Capacidad para garantizar la confidencialidad, integridad, disponibilidad y

resiliencia.

c) Capacidad de restaurar la disponibilidad y acceso de datos tras cualquier
accidente o el proceso de verificacion, evaluaciéon y valoracion de las

medidas.

d) Todas las opciones anteriores son correctas.

77.La documentacion que se tendra que entregar para demostrar que la

empresa cumple con el reglamento seran:

a) Procedimientos o protocolos internos.



b)

c)

Clausulas de informaciéon, contratos de encargado del tratamiento y

registro de actividades del tratamiento.

Evaluaciones de impacto sobre la proteccion de datos y analisis de riesgo.

d) Todas las opciones anteriores son correctas.

78.Por auditoria de sistemas de informacion, entendemos:

a)

b)

d)

La revisidon sistematica organizada de los sistemas de informacién dentro

de una empresa.
Evaluacién del sistema de informacidn de datos personales.

Evaluacién del impacto pertinente sobre la base de informacién general

de cada miembro de la empresa u organismo publico.

Revision sistemdtica de informacidn sobre organismos publicos vy

estatales.

79.Algunas de las funciones de las auditorias en los sistemas de

informacion son:

a) Verificar toda la informacion que tiene la empresa y comprobar que los

medios estén disponibles para los colaboradores que necesiten de

informacion.

b) Auditar a los colaboradores encargados del manejo de la informacion

para asi lograr alcanzar las metas planteadas.

Las herramientas o formas en las que se utiliza la informacién dentro de

una empresa, conociendo también los procesos.

d) Todas las opciones anteriores son correctas.



80.El propdsito de los controles de aplicacion en un entorno informatizado

es:
a) Establecer procedimientos de control en las aplicaciones de negocio.
b) Asegurar que todas las transacciones son autorizadas y registradas.
c) Laopcién Ay B son las correctas.

d) Buscar la implementacién de los controles adecuados para cada area, asi

como la seguridad y rigurosidad que llevan cada uno de ellos.

81.La planificacion de auditoria consta de:

a) Realizar una auditoria, siendo el momento en que se platea.

b) Definir el drea o sistema que se llevara a cabo en el momento de auditar.
c) Realizar una auditoria, planificando la metodologia a llevar a cabo.

d) Planificar, definir o definir el area o sistema que se procedera a auditar.

82.En la fase de la preparacion del informe:

a) Se plasmard la informacidn competente para este nivel jerdrquico de la

empresa.

b) Se determinardn los puntos que se abordaran en el informe asi como la

manera en que se elaborara.
c) Se analizardn todas las evidencias que se obtengan del sistema evaluado.

d) Se desarrollardn los procedimientos previamente estipulados para el

manejo y documentacion de la evidencia.



83.El “Cloud Computing” es:

a)

La simplificaciéon de las normas para cualquier empresa dentro del

mercado digital.

Una computacidon o servicios que hay en la nube, una manera de
prestacion de servicios tecnoldgicos por parte de una empresa a otras

gue serian los clientes.

Un sistema automatizado donde los documentos o la informacion es
subida a un sitema informatico, donde solo tienen acceso los delegados

de proteccion.

d) Todas las opciones anteriores son correctas.

84.La proteccion desde el disefo y por defecto...

a)

b)

c)

d)

Es algo novedoso donde se deben cumplir con los principios vy

obligaciones del tratamiento de los datos personales.

Conlleva que a la hora de delimitar qué herramientas, recursos y medios
se aportaran para el procesamiento de la informacion, sean adecuados y

cumplan las obligaciones impuestas por el reglamento.

Es el proceso que se lleva a cabo en la decisidon de todos los sistemas o

herramientas que se van a utilizar.

Elaboracidon de perfiles o trato de datos en categorias especiales de gran

escala.

85.La seguridad segun los riesgos consiste en:

a)

Implantar estas sobre los datos, siendo acordes con el riesgo y pudiendo
incluir la Seudonimizacién vy cifrado, para asi garantizar la

confidencialidad, integridad, resiliencia de los sistemas y servicios.



b) Impedir la violacién del reglamento, asi como la seguridad en los datos y

riesgo para los derechos y libertades de las personas.

c) La obligacién de llevar a cabo evaluaciones de impacto para ciertos

tratamientos de datos, como la elaboracion de perfiles.

d) Todas las opciones anteriores son correctas.

86.Algunos de los principales riesgos en el manejo de Smartphone son:

a) Falta de transparencia y conocimientos sobre los diferentes tratamientos

de datos que se realizan.
b) Ausencia de consentimiento para el tratamiento de datos personales.
c) Ausencia de cumplimiento del principio de minimizacion del tratamiento.

d) Todas las opciones anteriores son correctas.

87.El reglamento se apoya en los principios de:

a) Responsabilidad.

b) Proteccién de datos por defecto.

c) Disefio del producto y transparencia a los usuarios.

d) Todas las opciones anteriores son correctas.

88.No sera de aplicacion el reglamento en los tratamientos de Big Data

cuando...

a) No sea posible la identificacién de los individuos o se necesite esfuerzos

desproporcionados.

b) Los datos analizados y evaluados no sean datos personales.



c) Los datos sean andnimos y no sean posibles de identificar.

d) Todas las opciones anteriores son correctas.
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